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Arice Technology Co. Ltd. We take all measures to ensure a 

high level of confidentiality and security for all our interested 

parties. Unless required by law, your data and information will 

never be made available to any third party. Arice Technology 

Co. Ltd. In order to manage all kinds of risks to our 

Information Security and Information Assets; 

o To fulfill the obligations required by the laws related to information 

security by accepting corporate information and the information of 

all relevant parties as valuable and critical, 

o To provide the necessary infrastructure and take the necessary 

security measures in order to ensure the uninterrupted 

continuation of the information services used in the realization of 

our corporate activities, to provide access to personal and private 

data only by authorized persons, 

o To document and continuously improve our information security 

management system in a way that fulfills the requirements of the 

ISO/IEC 27001 standard, 

o To comply with all legal regulations and contracts related to 

information security, 

o To systematically manage the risks to information assets, 

o We are committed to carrying out activities that will improve 

technical and behavioral competencies in order to increase 

information security awareness, and we are working with all our 
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strength to be an exemplary organization in terms of information 

security in our sector. 

The right to change this privacy policy at any time is reserved 

by Arice Teknoloji Ltd., changes and explanations will take 

effect immediately after they are published on the website. If 

significant changes are made to this policy, we will notify you 

through public platforms that the relevant policy has been 

updated. 

 


